
PROGRAM TO PROGRAM AGREEMENT 

 

Between the  

Community College of the Air Force 

and 

DAKOTA STATE UNIVERSITY 

 

Agreement with Respect to Applying for an   

 
Bachelor of Science in  

Cyber Leadership and Intelligence 

 

 

I. Parties 

The parties to this agreement are the Community College of the Air Force (CCAF) and 

Dakota State University (DSU).   

 

II. Purpose 

The purpose of this document is to: 

1. Establish a signed agreement that addresses needs of students of CCAF;  

2. Recognize the complementary nature of the CCAF and DSU program; and 

3. Provide students who have completed certain CCAF sponsored coursework an 

opportunity to earn the DSU Bachelor of Science degree in Cyber Leadership and 

Intelligence. 

4. DSU has been accepted as a partner to Air University Associate to Baccalaureate 

Cooperative (AU-ABC) in which DSU is a provider of general education courses. 

 

III. Academic Program 

A. Requirements to be completed toward the DSU Bachelor of Science degree in Cyber 

Leadership and Intelligence outlined in Appendix A.  

B. Students must meet all Board of Regents policies and University requirements for 

admission and graduation to receive a degree.  

 

Additional Requirements; 

1. Students who graduate with an associate degree from AU-ABC will have met 15 

of the required 30 credits of general education course work at DSU.   

2. DSU has also been approved as a provider of general education courses for the 

AU-ABC. 

3. Students must complete a minimum of 30 credits from DSU to meet institutional 

credits residency requirement for the Bachelor of Science degree in Cyber 

Leadership and Intelligence.     

4. Students admitted to DSU will be charged tuition and applicable fees based on 

their state of residency for the duration of their enrollment. 

5. Students will complete the normal application process through DSU including 

official transcripts from all postsecondary institutions previously attended as well 



as applicable paperwork from CCAF and AU-ABC, which will be reviewed in 

accordance with the parameters specified in Appendix A.  

 

IV. Obligations 

Both parties agree to confer on a yearly basis regarding changes in curricula involved in 

this agreement.  Faculty and staff at both institutions will share information on this 

agreement with interested and qualified students.  Both institutions will provide 

counseling and advising to students and prospective students.   

 

V. Modification 

This agreement may be modified as needed by the South Dakota Board of Regents and 

the CCAF.  Modifications may not diminish the entitlements enjoyed by students who 

have already attended classes delivered under the terms of earlier versions of the 

agreement, except in rare instances in which retroactive implementation of modifications 

may be required to comply with accreditation standards or to conform to professional 

licensure requirements.   

 

VI. Effective Date of Agreement: Start date of Summer, 2020; updated 3/17/22. 

 

VII. Acceptance of Agreement:  

 

For Dakota State University:  

 

     3/17/22 

____________________________________  ___________________ 

Dr. Richard Hanson       Date 

Provost and Vice President for Academic Affairs 

 

 

Community College of the Air Force:  

 

 

__________________________________   Date: _____________________ 

 
 

 

 

 

 

 



APPENDIX A 

 
 

 
Degree Requirement 

 

 

 

 
Required 

Semester Credits 

 

 

 
CCAF 

Transfer 

Credits 

 

 

 
Course Credits to 

take at 

Institution 

Core/Area of Focus 54 18 36 

 

CSC 105 – Intro to Computers 
 

3 
 

3 
 

0 

CLI 101 - Introduction to Cyber Leadership 

 

3 
 

0 
 

3 

CLI 242 – Disciplinary Analysis & Methods 3 0 3 

 

CSC 145 – Cyber Security Fundamentals 
 

3 
 

3 
 

0 

CSC 150 – Computer Science I  OR 
CIS 123 Problem Solving and Programming 

 
3 

 
3 

 
0 

 

CLI 370 - Cyber-Ethics 
 

3 
 

0 
 

3 

CSC 250 – Computer Science II OR 
CIS 275 Web Application Programming 

 

3 
 

3 
 

0 

 

CLI 420 - Cyber Leadership 
 

3 
 

0 
 

3 

 

CLI 492 Topics 
 

3 
 

0 
 

3 

 

CSC 321 - Information Security Management 
 

3 
 

0 
 

3 

CSC 163 – Hardware, Virtualization & Data 
Communications 

 
3 

 
0 

 
3 

 

ENGL 212 - World Literature II 
 

3 
 

0 
 

3 

 

GEOG 353 Geography of Religion 
 

3 
 

0 
 

3 

 

HIST 468 – US and World Affairs: 1900-Present 
 

3 
 

0 
 

3 

 

POLS 350 - International Relations 
 

3 
 

0 
 

3 

 

SOC 370 People and their Cultures 
 

3 
 

0 
 

3 

CMST 410 Organizational Communication OR 
BADM 360 - Organization and Management 

 
3 

 
3 

 
0 

CLI 494 – Internship OR 
CLI 498 – Undergraduate Research/Project 

 

3 
 

3 
 

0 



 

Digital Forensics Specialization 
 

18 
 

0 
 

18 

 

CSC 328 – Operating Environments 
 

3 
 

0 
 

3 

 

CSC 285 – Networking I 
 

3 
 

0 
 

3 

 

CSC 385 – Networking II 
 

3 
 

0 
 

3 

CSC 388 - Computer Forensics Fundamentals  

3 
 

0 
 

3 

 

CSC 418 - Advanced Computer Forensics 
 

3 
 

0 
 

3 

 

CSC 419 - Advanced Windows Forensics 
 

3 
 

0 
 

3 

 

OR 
   

World Affairs and Human Behavior 
Specialization 

 
18 

 
0 

 
18 

 

CLI 310 - Hacking, Hackers, and Hacktivism 
 

3 
 

0 
 

3 

 
CLI 470 – Guerilla Warfare and Terrorism 

 

3 

 

0 

 

3 

 
ECON 202 – Principles of Macroeconomics 

 
3 

 
0 

 
3 

MCOM 353 – Digital Media Communications   OR 
CMST 470 – Intercultural Communication 

 

3 
 

0 
 

3 

 

POLS 440 - Comparative Government 
 

3 
 

0 
 

3 

 

SOC 402 - Social Deviance 
 

3 
 

0 
 

3 

 
General Education 

 

30 
 

15 
 

15 

Written Communication 6 3 3 

Oral Communication 6 3 0 

Social Science 6 3 3 

Arts & Humanities 6 3 3 

Natural Sciences 6 0 6 

Mathematics 3 3 0 

Electives 18 18 0 

Total Credits Required for BS in 

Cyber Leadership and Intelligence 

 

120 

 

51 

 

69 

 


